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About ID-CERT

ID-CERT is:
�Indonesia Computer Emergency Response 
Team
�Established in 1998
�One of the APCERT founders
�Only being reactive (not active) in responding 
and handling a case of incoming or reported 
incident by complainers, either locally and 
internationally.



Incident Handling

By August 31, 2014 ID-CERT had received 
95,025 incident complaints during the year 
2014.

Since Januari 2014 ID-CERT had proceed 
698 incidents and 340 of them had 
successfully handled and solved.









Incident Monitoring 
Report (IMR)

• Incident Monitoring Report (IMR) is a joint monitoring 
activity that involve active constituents of ID-CERT by 
sending email copy of the incident complaint.

•Currently there is 39 Respondents sending their data to 
ID-CERT

•Some of respondents: Indonesian ISP’s, Indonesian 
NAP’s, Indonesian Telco’s Operator, AFCC, Abuse GmBH, 
ShadowServer, etc

•We need more respondents to get more accurate data for 
Indonesia.

•Just add CC <abuse@cert.or.id> at your abuse@company





Security Warning

In 2013 ID-CERT has issued 3 Security Alerts/Warning in 
Bahasa Indonesia:

1. Malware CMS yang mengakibatkan Spam
(CMS Malware resulted in Spam)
December 4, 2013
http://www.cert.or.id/index-berita/en/berita/39/

2. Ancaman DDoS yang berkolaborasi dengan Malware
(DDoS Collaborated with Malware Threat)
May 25, 2013
http://www.cert.or.id/index-berita/en/berita/31/

3. Ancaman DDoS dan Langkah Antisipasi
(DDoS Threat and Anticipation)
March 28, 2013
http://www.cert.or.id/index-berita/en/berita/28/
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